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ABSTRACT

Over-The-Air dissemination of code updates in Wireless Sensor Networks (WSNs) have been researchers’ point of interest in past a few years and more importantly security challenges toward remote propagation of code update have taken the majority of efforts in this context. Many security models have been proposed to establish a balance between the energy consumption and security strengthen with having their concentration on constraint nature of WSN nodes. For authentication purposes most of them have used Merkle-Hash-Tree to avoid using multiple public cryptography operations. These models mostly have assumed an environment in which security has to be in a standard level and therefore they have not investigated the tree structure for mission-critical situations in which security has to be in maximum possible extent (e.g. military zones). Two major problems have been identified in Merkle Tree structure which is used in Seluge scheme, including: 1) an exponential growth in number of overhead packets when block size of hash algorithm used in design is increased. 2) Limitation of using hash algorithms with larger block size of 11 bytes when payload size is set to 72 bytes. Then several existing security models are investigated for possible vulnerabilities and a set of countermeasures correspondingly named Security Model Requirements (SMR) is provided. After concentrating on Seluge’s design, a new secure Over-The-Air Programming (OTAP) scheme named Seluge++ is proposed that complies with SMR and replaces the use of inefficient Merkle Tree with a novel method.
ABSTRAK

Kemaskini kod bagi penyebaran melalui udara di dalam Rangkaian Sensor Tanpa Wayar (WSN) telah menjadi perhatian para pengkaji di dalam bidang ini sejak beberapa tahun yang lalu. Perkara yang paling penting adalah cabaran-cabarannya terhadap keselamatan ke atas propogasi secara kawalan bagi kemaskini kod yang telah mengambil sebahagian daripada usaha tersebut. Terdapat banyak model-model keselamatan telah dicadangkan bagi mewujudkan keseimbangan antara penggunaan tenaga dan juga kekuatan keselamatan dengan memfokuskan kepada kekangan nod-nod WSN. Bagi tujuan pengesahan pula, kebanyakan mereka telah menggunakan Merkle-Hash-Tree bagi mengelakkan penggunan operasi kiptografi am yang pelbagai. Kebanyakan model-model tersebut beranggapan bahawa keselamatan perlu berada pada tahap piawai yang sepatutnya. Oleh itu, ia tidak mengkaji struktur pokok bagi situasi kritikal di mana tahap keselamatan perlu berada pada tahap yang paling maksimum contohnya di kawasan tentera. Dua masalah utama yang telah dikenalpasti oleh Merkle Tree yang digunapakai di dalam skim Seluge adalah: 1) penambahan paket secara mendadak apabila saiz blok algoritma hash yang digunakan meningkat. 2) kekangan dalam penggunaan algoritma hash dengan saiz blok yang lebih besar dari 11 bait apabila saiz muatan disetkan kepada 72 bait. Beberapa lagi model keselamatan yang lain telah mengkaji beberapa kelemahan yang berpotensi dan juga langkah-langkah pencegahan turut disediakan dan diberi nama sebagai Keperluan Model Keselamatan (SMR). Selepas memfokuskan kepada rekabentuk Seluge, satu skim Pengaturacaraan Over-The-Air (OTAP) yang lebih selamat dan dikenali sebagai Seluge++ telah dicadangkan di mana ia telah mematuhi piawaian SMR dan juga dapat menggantikan penggunaan Merkle Tree yang tidak berapa berkesan dengan kaedah novel.
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CHAPTER 1

INTRODUCTION

1.1. Background of Study

With the growing impact of wireless communications and the facilities they provide in many different fields of our life, they have been employed to integrate into many devices where wired communications are not practical. One of the emerging areas of widely using wireless communications is Wireless Sensor Networks (WSNs) which are distributed among different areas like military zones, medical science, environmental science, geography and etc.

Generally, Wireless Sensor Networks do not have any specific topology and are consisting of hundreds or thousands of nodes wirelessly connected to each other capable of sensing environment and also processing data. A node also known as mote ideally has a programmable microcontroller as its processing unit, at least one sensor to sense the environmental situations to convert it into digital format (e.g. sensing temperature, humidity) and also a limited power source which in most cases is a battery. To be more precise a mote can always be a node but a node must have at least one sensor to be called a mote. For example some nodes are just used within a WSN to route the packets (clustering) and these nodes do not take part in data gathering of motes.
Although nodes are very limited in resources like their power source and processing capabilities, WSNs are mostly required to be long live and retrieve and process data in real-time, these networks are commonly used in scenarios where using ad-hoc or wired is not economical, number of nodes is spontaneously large, and also there are physical access difficulties to the target environment so it’s almost impossible to have physical access to the deployed sensor nodes after distributing them.

In software engineering perspective, it is very likely for nodes to encounter some bugs in their installed firmware or they might need some new functionality to be placed into their firmware. Considering above mentioned facts, the following questions raise:

- How to update installed firmware on nodes, where there are hundreds or thousands of nodes established in a network with physical access limitations?
- How should the responsible protocol or model work to provide an efficient mechanism to update nodes, regarding all the limitations of WSNs mentioned in previous statements?
- What specific criteria have to be included in update scheme of WSNs?

There are two classifications of updates (Sreenan & Brown, 2006): Static which needs the target node to be restarted, in this mode update itself might be incremental or monolithic. Dynamic update is another applicable update classification in WSNs in which the node does not necessarily need to be restarted and just an interruption may occur in execution of target software. For dynamic reprogramming there exists two sub-categories (Galos, Mieyeville, Navarro, & O’Connor, 2011) including partial and full that regardless of how they work, Their main important difference in our context is the time needed for them to take effect. In some cases like military zones motes are placed close to the adversary and therefore it is much easier for attackers to have physical access to nodes more than network owners, so no matter static or dynamic update is chosen, it must be possible to update nodes over-the-air with the smallest possible time. This functionality not
only removes the need for physical access to nodes which is almost impossible in many cases but also will make it very easy to update the whole network with numerous nodes. Remote update itself is suffering from a few problems in its nature (Sreenan & Brown, 2006):

- Possible interference with the default communication structure which is used to transmit data;
- The chance of a partial or full failure of network if any fault occur within an upgrade
- Updates costs might reduce lifetime of the networks.

To reduce impact of these problems there have been many efforts in recent years, for example to reduce the size of an update image file (Galos et al., 2011) have proposed MinTax which is a high-level language compiled on the node. They have proposed usage of delta files instead of complete binary image file. Another research done in (Schroder-Preikschat et al., 2007) takes care of heterogeneities of WSNs and by proposing a profile based software management scheme reduces the size of transmitted data while reprogramming.

In 2006, a new model has been proposed by (Sreenan & Brown, 2006) to cover all the requirements of update software, this model is not considered a full-design and only provides fundamental basics needed to implement software update. A set of criteria with their necessity is provided which are required for every model to have them in design. Following is a list of these criterions with a quick review of their importance bolded by (Sreenan & Brown, 2006):

- **Functionality** – Is consist of three main steps needed before an update starts executing on a node: *Generation* is action of creating an update on the host administrative system, *Propagation* is the action of transferring generated update files into network so that target nodes will receive, download and keep it for further step; and *Activation* is the act of replacing currently running code inside memory with the new downloaded image files and
marking it as available for execution. The benefit of existence of these phases is that feedback methods can be used to improve further updates on particular networks.

- **Performance** – The reprogramming scheme running on WSNs must provide efficient and robust management of available resources so that it will not cause great reduction in lifetime of networks.

- **Reliability** – Regarding basic properties of WSNs especially the likelihood of large-scale deployment and also difficulties for physical access to the nodes, it’s very essential for the update scheme to be reliable. Update management software like any other software might encounter some run-time errors which must take care of them independently. Proposed scheme must be able to rollback to any known good image file in case of any unhandled exception. Another important aspect of updating nodes is that by nature they don’t have any specific topology so it’s very likely for some nodes to get disconnected from the network and after a while get back into the network. This incident raises another problem in which proposed scheme must be reliable in these cases so that if a number of nodes are not available at the time update is pushed into the system, later after they get online it must be guaranteed that outdated nodes will instantly be updated without old code getting executed unless it’s allowed to do so.

- **Usability** – Apart from possibility of update for OS and firmware for a node, software update mechanism must also provide an update structure for itself. Versioning will be a key factor in the criterion.

- **Portability** – Proposed mechanisms must be compatible with different hardware, middleware, MAC, and infrastructures of WSNs.

- **Security** – It is our focus in this report, WSNs are used in very important fields where security is playing a key role in their usage (e.g. military zones). In these area there are sensitive information transferred within the network that an intruder can easily intercept them and therefore gain unauthorized access to system. Authentication, Privacy preservation, Data Integrity, and DoS attack countermeasures are generic concepts needed to be considered as a set of security-critical requirements to preserve known security concepts: Confidentiality, Integrity and Availability (CIA).
Regarding specific nature of WSNs with its unique structure and limitations, security concepts in WSNs are facing different problems apart from related ones to powerful networks like Internet. In this report the focus will only be on over-the-air update security problems which include the following issues:

- What happens if an attacker replaces trusted software installed on nodes with a malicious code?
- What if an attacker intercept binary image file while transmission and extract sensitive data out of it? (E.g. passwords, shared keys, etc.)
- Is it possible for attackers to modify binary image file with their malicious content while it’s transmitting over the air?
- If an attacker tries to send a lot of update request to nodes, does it affect normal behavior of network?

Current existing reprogramming schemes for WSNs that are designed so that an update will quickly pushed into nodes, although this is useful in term of resource management because it will reduce transmission time, but it makes the network very susceptible to the attacks where a security hole is found specially in software update mechanism; an attacker compromising a single node can easily compromise the whole network in short period of time.

A malicious code pushed into the network by an attacker can take the whole network down or more wisely can be used to spread invalid data to corrupt the results created by network. Consequently, the need of having a secure remote update scheme in WSN is highly important.

Wireless Sensor Networks are used in many areas whereas security is playing a key role and is an important issue (Fan & Gong, 2012), in places like military zones (Li, Batten, & Doss, 2009), industry automation and healthcare systems (Chien, Chan, Vu Chien, Nguyen Chan, & Nguyen Huu, 2011). Furthermore, wireless medium used as communication channel in WSN is considered to be an unsecure and untrusted way of communication in which an attacker can easily
eavesdrop, inject, delay, modify or remove any packet transmitted through network (He, Member, Chen, Chan, & Bu, 2012). In particular, Use of wireless medium and inherent collaborative nature of the network protocols make such network vulnerable to various forms of attacks (Maheshwari, Gao, & Das, 2007).

In result, although many OTAP protocols have been proposed (e.g. Deluge (Hui & Culler, 2004), MNP (Kulkarni, 2005), MOAP (T Stathopoulos, Heidemann, & Estrin, 2003), Aqueduct (Schroder-Preikschat et al., 2007), etc.) but most assume non-malicious nodes. Considering that this assumption is inadequate for many types of applications, four security aspects (Confidentiality, Integrity, Authentication and Availability) are required in OTAP protocols as authors of (De la Parra & Garcia-Macias, 2009) suggest. Therefore several vulnerabilities exist when an over-the-air programming (OTAP) protocol wants to propagate an update code remotely. An eavesdropper can threaten Confidentiality by gaining information by sniffing image data being disseminated to nodes(Bui, Ugus, Dissegna, Rossi, & Zorzi, 2010). Availability of network is threatened because the adversary may inject bogus packets during the code propagation to force sensor nodes to propagate the corrupted image potentially over multiple hops to deplete their limited power (Ugus, Westhoff, & Bohli, 2009). An adversary can inject a malicious update into the system. Given the epidemic nature of network reprogramming protocols, an adversary can gain complete control over the entire sensor network by compromising just a single node (Lanigan, Gandhi, & Narasimhan, 2006), therefore Authenticity of network is threatened. Integrity can also be threatened if an adversary modifies update packets before they arrive at the receiver end. Additionally, Replay attacks, Battery-Drain attacks and Wormhole attacks are still possible on OTAP protocols and their existing proposed security models (Aschenbruck, Bauer, Bieling, Bothe, & Schwamborn, 2012; Hu, Tan, Corke, Shih, & Jha, 2010; Hyun, Ning, Liu, & Du, 2008; Lanigan et al., 2006; Li et al., 2009; Maheshwari et al., 2007; Perrig & Johnson, 2006).

Given the situation, Security is a feature that will need to be supported in any serious reprogramming system (De la Parra & Garcia-Macias, 2009). The security attributes for security sensitive applications in ad hoc networks (authentication, integrity, confidentiality and availability) are well defined (Zhou & Haas, 1999), and
apply to the particular case of WSN. The challenge to achieve this goal is the severe resource constraints of WSNs, namely the limited memory, energy, bandwidth, and processing. Therefore, the overhead caused on a secure OTAP scheme has to be minimum compared to the security strengthens achieved.

1.2. Statement of Problem

For authentication and also integrity purposes in OTAP protocols, many security models have used hash dependency in their design but with different patterns of constructing hash values (Dutta, Hui, Chu, & Culler, 2006; Hyun et al., 2008; Lanigan et al., 2006; Law, Zhang, Jin, Palaniswami, & Havinga, 2011). Many of them use Mekle Hash Tree (Deng, Han, Mishra, Dengcoloradoedu, & Hancoloradoedu, 2006) in a common scenario in which they have assumed a perfect tree and did not investigate the tree structure itself which may result in an inefficient tree structure (Kondratieva & Seo, 2007). Furthermore, Seluge (Hyun et al., 2008) is the best security model compared to others due to the fact that its authors claim that they have implemented all the security concepts in their design (For more information refer to comparison of all models at the end of Chapter 2). However it is also using Merkle Hash Tree that consequently will result in having the inefficiencies described above by default in its design.

1.3. Purpose of the Study

As explained in section 1.2, update mechanism for WSNs is a critical part of these networks with some specific criteria that must be included in any update scheme deployed for WSNs. The most important criterion is the security attribute which makes these sensors trusted so that their usages in mission-critical situations like human health related issues or military zones would be undoubtedly possible. Recent studies in this field as will be discussed in Chapter 2, show that current
reprogramming schemes are not fully resistant to security vulnerabilities like DoS, Man-In-The-Middle, Replay, Battery-Drain and Wormhole attacks (Deng et al., 2006; Lanigan et al., 2006; Munivel & Ajit, 2010). The proposed schemes either partially support security countermeasures or they are left fully unprotected (Hui & Culler, 2004). Some of them also are encountering high overhead of packets needed to be sent over air which will result in more power required to send these packets.

As result, this research has been started to cover the current security problems in reprogramming schemes so that all the security concepts (CIA) could be preserved with minimum overhead, as well as considering a mitigation mechanism to DoS attacks, Replay attacks, Wormhole attacks and Battery-Drain attacks against reprogramming mechanism.

1.4. Objectives of the Study

- To survey secure Over-The-Air Programming (OTAP) schemes in WSNs
- To improve security and decrease overhead in OTAP schemes in WSNs
- To test and validate proposed scheme in simulation tools (e.g. TOSSIM).

1.5. Research Questions

- What are vulnerabilities in existing secure OTAP protocols in WSNs?
- How to make sure current secure OTAP schemes fully support authentication and are protected against attacks which might cause threats to Confidentiality, Integrity and Availability?
1.6. Significance of Study

Existing security vulnerabilities in WSNs caused authorized authorities to hesitate in using WSNs in mission-critical situations and their results are not very trusted where human health might be under the risk. Although current security countermeasures applied in reprogramming schemes are partially protecting these networks but still attackers can easily invalidate the results generated by a network and when these results for example are going to be used by a military analyzer it can cause heavy damages. Therefore results of this study will help governments or security agencies to decide better on where and how to use WSNs especially when the protection against external attacks is highly important.

1.7. Scope of the Study

The general idea of this project is to manipulate a secure re-programming method for remotely updating WSN nodes over the air so that security concepts like confidentiality, availability and integrity would be preserved. This requires to fully understand chosen update model and also to implement required security countermeasures on top layers of communication and infrastructure of this method. Update procedures not only must be secure but also must be reliable enough to have a broadcasting update scheme which will take care of all the nodes whether by the moment they are in range or not.

1.8. Contribution of the Study

The existing vulnerabilities in OTAP protocols needed an efficient security model. But many security models that have been proposed so far are lacking some key concepts in their design. Seluge, one of these models, have an acceptable level of security countermeasure in its design that will make it suitable security model for
most of the scenarios. But when it comes to a mission critical situation like military zones it will fail because it is using Merkle Hash Tree that has inefficiencies as described in Section 1.2. In this research, two major inefficiencies in structure of Merkle Hash Tree are identified, which are:

1. Security limitation of hash algorithms with block size larger than a specific number (For example, Seluge can not afford using SHA-1 in its design).
2. High overhead for number of packets that is required to be sent as hashing block size is increased to provide more security strengthen.

Finally, Seluge++ is proposed that not only will leave security strengthen of Seluge intact but also it solves its inefficiencies and in addition it provides countermeasures to Replay, Battery-Drain and Wormhole attacks. Therefore Seluge++ will be the best alternative to be used in situations where WSN nodes are going to be deployed in a hostile environment like battlefields.
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