Leveraging remote attestation to enhance the unified trust model for WSNs

Abstract:
Fetching information invisibly with the least human intervention in a pervasive computing environment raises several security and trust issues. Wireless sensor networks (WSNs) as the building block of pervasive computing environments are studied well in the literature. However, because of the constraints on their platform, security and trust are still ignored in the deployments.